Intelligence: defined or diluted?

Most organisations have a structured approach to risk intelligence in place through dedicated
teams and tools
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Organisations are more likely to highly rate the
reliability of its intelligence, than its timeliness

Investment in 2026 is geared towards
enhancing operational resilience and
decision-making through digital tools
and real-time insights

® Timeliness
® Reliability

61%

49%

Technology and systems
Travel tracking, alert platforms,
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Data and intelligence
Better country risk info and
real-time alerts

Crisis response capabilities
Faster, better crisis management
and recovery
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